2024-10-05 02:30:00 user=admin action=login target=system type=auth

2024-10-05 02:31:00 user=admin action=execute target="vssadmin create shadow for=C:" type=process

2024-10-05 02:32:00 user=admin action=terminate target=explorer.exe type=process

2024-10-05 03:15:00 user=john action=escalate target="net localgroup administrators add hacker" type=security

2024-10-05 04:45:00 user=svc\_backup action=runas target="C:\Windows\System32\cmd.exe" type=privilege

2024-10-05 05:00:00 user=guest action=delete target="C:\Windows\System32\config\SAM.log" type=file

2024-10-05 06:30:00 user=admin action=connect target="external IP:8.8.8.8 port=50123" type=network

2024-10-05 07:45:00 user=malicious action=modify target="reg add HKLM\Software\Microsoft\Windows\CurrentVersion\Run /v evil /t REG\_SZ /d C:\evil.exe" type=registry

2024-10-05 08:00:00 user=root action=disable target="defender off /y" type=security

2024-10-05 09:15:00 user=admin action=zip target="sensitive\_data.zip uploaded to http://malicious.com/upload.php" type=file

2024-10-05 10:30:00 user=john action=login\_failed target=domain\_controller type=auth

2024-10-05 10:30:01 user=john action=login\_failed target=domain\_controller type=auth

2024-10-05 10:30:02 user=john action=login\_failed target=domain\_controller type=auth

2024-10-05 10:30:03 user=john action=login\_failed target=domain\_controller type=auth

2024-10-05 10:30:04 user=john action=login\_failed target=domain\_controller type=auth

2024-10-05 11:00:00 user=normal\_user action=open target="/home/user/documents/report.txt" type=file

2024-10-05 12:00:00 user=service\_account action=heartbeat target=monitoring\_server type=system